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Abstract: As deployed Department of Defense (DoD) systems receive software upgrades, the Prime Item Development 

Specifications (PIDS) must be re-verified to facilitate system-reintegration into the field. This report describes an efficient 

framework for re-verifying requirements using a process that reduces the cost and man-hours previously required by defense 

contracting organizations. The proposed methodology consists of three phases: (1) requirements analysis, (2) PIDS re-

verification, and (3) process formalization. Each verification method; analysis, testing, demonstration, and inspection, re-

verifies a different group of PIDS. This procedure reduces the cost and man-hours required by providing an internal 

capability for DOD organizations to re-verify a system’s requirements. The AN/TPY-2 radar system is examined as a case 

study for evidence that the framework created by this project has been proven to work. This study produced a framework, 

which can be implemented as an over-arching methodology for any military system that undergoes software upgrades. 
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1. Introduction

During the operations and support phase of the defense acquisition process, end users must implement a product 

support strategy to sustain the deployed system over its life cycle, as well as satisfy materiel readiness and operational 

support performance requirements (DAU, 2014). For many systems, periodic software upgrades are a necessary aspect of the 

operations and support phase in order to ensure compliance with cybersecurity requirements and technological advancements. 

Following software upgrades, standard protocol requires end users to ensure the re-verification of the affected PIDS-level 

requirements. For AMRDEC, the current procedure is to commission the original verification organization to re-verify 

system requirements. While this practice is effective, it is not particularly efficient with respect to time and cost. This study 

developed a framework to provide AMRDEC with an internal capability to conduct formal re-verification of system 

requirements following changes or enhancements to system software. To facilitate the development of the framework, this 

project utilized the Army Navy/Transportable Radar Surveillance and Control (AN/TPY-2) as a case study. Framework 

development began with an analysis of the requirements, which consisted of familiarization and an incremental 

categorization of the PIDS into test cases. The second phase of the framework consists of developing plans for data collection 

and analysis for the re-verification of system requirements. The final phase for the re-verification framework consists of 

formalizing the process, ensuring repeatability and applicability to other formal verifications processes with in AMRDEC. 

2. Methodology

The systems engineering “Vee” process model provides the baseline framework for the re-verification process. 

According to Blanchard and Fabrycky (2010), the “Vee” process model begins with a decomposition and definition sequence 

and concludes with an integration and verification sequence. The methodology, in this case, focuses on the integration and 

verification sequence. “At each level of testing, the originating specifications and requirements documents are consulted to 

ensure that component/subsystem/system meets the specifications.” (Blanchard, 2010) 
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